
In the epic battle against hackers and bad actors, you need a team of skilled 
professionals who know security policies and dangers of a breach.

Each of us bring strengths to protect our world. 

What is Your Cyber

PHOEBE “the brilliant”
Smart, tech-savvy, works in 
IT. Helps non-tech teammates  
learn of new cyber threats.
“That’s a phishing mail from 
our ‘CEO’ asking for money.”

YOSHI  “the respectful”
Client-facing manager, usually 
onsite engagements. Diligent 
on security policies.
“I always use my VPN to se-
cure client info on my laptop.”

FARA  “the traveler”
Busy senior executive who 
travels, often works in air-
ports or hotel lobbies. 
“I use my own hotspot              
instead of using free wifi.”

CHIP  “the source”
IT team lead who is versed in 
risk and security landscape.
“I keep our teams current on 
the latest attacks so we know 
what to look out for.”

ARDEN “the eager”
New employee, excited to 
learn and make a difference.
“Using a password manager 
to ensure I use different cre-
dentials for each platform.”

MINERVA “the wise”
Partner who is busy, and        
always has a plan.
“Preparation is crucial. I know 
what to do if there is a cyber 
incident.”

KEIJI “the cautious ruler”
Manager of team that han-
dles sensitive information.  
“We all password protect or 
lock our computers if we step 
away from our desks.”

ALEXANDRA “the defender”
Reception manager who is the 
gatekeeper of the office.
“Only verified guests with 
a badge can go inside - no      
holding the door open.”

MIRKO “the peacemaker”
Diligent manager of vendor 
relations.
“Always collaborating with 
Info Sec team to ensure third 
parties’ practices are secure.”

VIDA  “the friend”
Outgoing intern wanting to 
connect with all and learn.
“I shared on social media I 
work here, but nothing on 
clients or private operations.”

JASPER “the treasure guard”
Finance professional who 
practices authorization        
processes completely.
“Any new or unique requests 
get verified by phone first.”

HARUKI  “the remote”
Remote worker managing 
employee information.
“I never download or click on 
attachments in emails unless 
from trusted sources.”
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