
SCAMMERS WANT TO TRICK YOU INTO CLICKING, DOWNLOADING 
AND PROVIDING SENSITIVE INFORMATION. PHISHING EMAILS LOOK 

LIKE LEGITIMATE REQUESTS FROM KNOWN ORGANIZATIONS OR 
INDIVIDUALS. CONFIRM THE SOURCE OF EMAILS AND BE SURE YOU 

WERE EXPECTING THE EMAIL.
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