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In a company where no one verified the source of wire transfer requests,
only the Chief Information Security Officer’s dark secret 

could save them from the terrible truth...

WIRE TRANSFER REQUESTS VIA EMAIL SHOULD BE
TREATED AS POTENTIAL CYBER ATTACKS 

ALWAYS GET A VERBAL CONFIRMATION 

Cyber criminals use Business Email Compromise (BEC) scams to
impersonate executives and get employees to transfer funds� 

From October 2013 through February 2016, law enforcement received 
reports from 17,642 victims, amounting to more than $2.3 billion in losses 

*official website of the U.S. government, U.S. Department of Justice
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