TP T OlPR OlTECT
A G[A[NNE]T msi@

1 ERE@ENg

\

RIEGIULIAIR [L]Y

BACk-UPS SHOULD BE PERFORMED DAILY AND STORED OFF OF YOUR NETWORK TO ENSURE THEY AREN'T
ENCRYPTED OR DELETED.
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. WHEN IN
TRAIN YOUR EMPLOYEES TO NEVER OPEN AN ATTACHMENT UNLESS THEY ARE EXPECTING IT
DOUBT, THEY SHOULD CONTACT THE SENDER TO VERIFY.
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BE SURE TO KEEP UP WITH PATCHING TO ENSURE KNOWN VULNERABILITIES ARE NOT EXPLOITABLE.
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CAN BE YOUR FIRST LINE OF DEFENSE OR THE WEAKEST LINK Make
~AS-USUAL FUNCTIONS.
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) USE FIREWALLS TO SEGMENT YOUR NETWORK. |N THE EVENT OF AN ATTACK, SEGMENTATION WILL HELP
CONTAIN THE DAMAGE.
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