O BREACHES

FROM THE

UNENCR PTE‘U

BEWARE OF THE UNKNOWN

FEATURING | HACKERS ARE DISGUISING THEMSELVES
AS OFFICIAL ORGANIZATIONS TO ACCESS
SENSITIVE INFORMATION.

MASKING THEMSELVES AS A FAMILIAR
ENTITY, THEY TRICK YOU INTO SHARING
TOO MUCH.
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STAY OUT OF HARM'S REACH.

VERIFY THE SENDER OF AN EMAIL OR TEXT BEFORE YOU DOWNLOAD AN ATTACHMENT OR CLICK A
LINK. LOOK FOR MISPELLINGS IN AN ADDRESS SUCH AS 'SCAREE.ORG' OR 'SCAREY.CON' THAT APPEAR

TO COME FROM SOMEONE YOU KNOW.

ALWAYS CHECK THE SOURCE BEFORE PROVIDING INFORMATION OVER THE PHONE. ORGANIZATIONS
LIKE THE IRS NEVER CALL YOU FOR THAT TYPE OF REQUEST.

TAKE YOUR TIME WITH YOUR DATA TO AVOID THE HORRORS THAT COULD FOLLOW.
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