Motherbeard

THETOP 5 HOT SCAMS

Motherboard brings you the scams rising through the charts from
zero day to the good old classics.
Get in the rhythm of being secure.

Vishing Well
Voice Phishing attempts to trick the user into surrendering private
information. Check the tone of the caller and nature of call.

Skim & Pwns

Methods and devices are designed to ‘skim’ private data off cards
forillegal purposes, like charging to your account.

Check ATM slots before inserting your card into a machine.

Use RFID blocking sleeves.

Spoof the Magic Dragon

Spoofed emails appear as legitimate communications from
business partners to get you to click a bad link or download a virus.
Look closely at the address for anything suspicious, such as a
misspelled word like “maigic.com” or “majic.com”.

The Spyware who Hacked Me
Malicious software that gathers data from you for nefarious
activities. Take note to always verify sources of emails.

Dangerzone by Keylogger

Unsure about an email attachment from an unfamiliar sender? It
might be a keylogger download that tracks your keystrokes for
purposes of getting passwords. Delete any unfamiliar emails that
ask you to download attachments or click a link.
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Purpose Driven Security
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