
ATTENTIVE
Be sensitive to anything you plug into 
your computer – only use recognized 
devices. Unknown USBs may store  
malware or a virus. Trust, but verify.

LAB WORK
Ensure your anti-virus protection 
and all applications are current.                              
Keep your safeguards strong. 

ON THE HUNT
When traveling, avoid dangerous 
practices that compromise your 
security. Do not overshare your                                                                          
activities or locations – bad actors 
could  detect you are away from the 
office and target your business or                     
accounts. 

At hotels or conferences, confirm 
what is the official Wi-Fi connection 
for your location – there can be                          
fake connections trying to lure in                             
unsuspecting travelers to log in.

Example “Hotel WiFi Guest” vs.                 
“Hotel WiFi Guests_1” - which is the 
right one?  Verify.
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