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ATTENTIVE

BE SENSITIVE TO ANYTHING YOU PLUG INTO
, YOUR COMPUTER — ONLY USE RECOGNIZED

DEVICES. UNKNOWN USBS MAY STORE

MALWARE OR A VIRUS. TRUST, BUT VERIFY.

‘. ' LABWORK

ENSURE YOUR ANTI-VIRUS PROTECTION
AND ALL APPLICATIONS ARE CURRENT.
KEEP YOUR SAFEGUARDS STRONG.

ON THE HUNT

WHEN TRAVELING, AVOID DANGEROUS
PRACTICES THAT COMPROMISE YOUR
SECURITY. DO NOT OVERSHARE YOUR

o ACTIVITIES OR LOCATIONS — BAD ACTORS
COULD DETECT YOU ARE AWAY FROM THE
OFFICE AND TARGET YOUR BUSINESS OR
ACCOUNTS.

AT HOTELS OR CONFERENCES, CONFIRM
WHAT IS THE OFFICIAL WI-FI CONNECTION
FOR YOUR LOCATION — THERE CAN BE
FAKE CONNECTIONS TRYING TO LURE IN
UNSUSPECTING TRAVELERS TO LOG IN.

EXAMPLE “HOTEL WIFI GUEST” VS.

“HOTEL WIFI1 GUESTS_1" - WHICH IS THE
RIGHT ONE? VERIFY.
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