
THE UNSEEN
“THE ONLY THING MORE TERRIFYING THAN HOW IT STARTED...  IS HOW IT ENDS!”

They will never stop!
IDENTITY THEFT

•	 Monitor your bank and credit statements regularly. 

•	 Review your credit report at least once a year.

•	 Password protect all documents with PII.

•	 Do business with only trusted companies/websites.

Was that the Boogeyman? 
PHYSICAL SECURITY

•	 If something doesn’t look or feel right (J.D.L.R – Just 
Doesn’t Look Right), alert management first, then 
Corporate Security or call 911 if necessary.

Stop it! Stop it! Stop it!
PASSWORDS

•	 Passwords are keys to your digital life – keep passwords unique 
and never reuse the same password more than once.

•	 Never save your password to your browser.

•	 Never share your password with anyone!

Terror Never Sleeps
IDENTITY PROTECTION – SYNTHETIC IDs

•	 Keep all documents with personal information safe and secure.  Before                          
discarding any document containing personal information, be sure to shred them.

•	 Limit the use of personal information on social networking sites.

•	 Shred documents with PII before discarding them in the trash.
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