
Botbie
I can be anyone.

Check email addresses, confirm identities by phone and email.

Accessorize Carefully. 
If you need to re-charge in a public area, don’t plug in directly into an 

   unknown charging station. Hackers can tamper with a port to load in 

     malware into your device. 

      Get your own portable charger or use a USB Data Blocker.

               Verify the Source.
                  AI. Deep Fakes. Spoofing. There 

          are plenty of tools that enable bad actors 

   to pretend they are someone else. 

       Dreamy.
                  If an email looks too 

                    good to be true, it 

                  probably is. Avoid 

               clicking on any unusual  

          offers or emails. It looks          

   pretty, but does not act pretty.

  BEWARE of being Catphished.

https://www.halock.com

